ANEKS
w zakresie wdrozenia wymogéw Rozporzadzenia DORA
(dalej: ,,Aneks DORA”)

zawarty dnia [-]/[data ztoZenia ostatniego podpisu elektronicznego] pomigdzy:

VERCOM S.A. z siedzibg w Poznaniu, ul. Wierzbi¢cice 1B, 61-569 Poznan, wpisang do Rejestru
Przedsiebiorcow Krajowego Rejestru Sadowego, prowadzonego przez Sad Rejonowy Poznan — Nowe
Miasto i Wilda w Poznaniu, VIII Wydzial Gospodarczy Krajowego Rejestru Sadowego, pod numerem
0000535618, NIP 7811765125, REGON 300061423, LEI: 259400P9VT804CUH6G16, EUID:
PLKRS.0000535618, o kapitale zaktadowym 444.475,70 PLN wptaconym w catosci,

zwang dalej ,,Dostawca”, reprezentowang przez [-] —[],

[SPOLKI PL] [‘] z siedziba w [-], ul. [-], wpisana do Rejestru Przedsiebiorcow Krajowego Rejestru
Sadowego, prowadzonego przez Sad Rejonowy [-], ['] Wydzial Gospodarczy Krajowego Rejestru
Sadowego pod numerem KRS: [-], NIP: [-], REGON: [-], kapital zakladowy: [-], LEI: [-],

[JDG] [-] prowadzaca/ym dziatalno$¢ gospodarcza pod firma [-], ul. [], NIP: [-], REGON: [-],

[SPOEKI ZAGR] [-] — spotka prawa [-] z siedziba w [-], pod adresem: [-], wpisang do rejestru
handlowego prowadzonego przez [-], pod numerem [-], posiadajacg numer identyfikacji podatkowej:

[],
zwana/ym dalej ,,Klientem” reprezentowana/ym przez: [-] —[-].
Dostawca oraz Klient beda dalej zwani tacznie ,,Stronami” lub kazdy z osobna ,,Strona”.

Zwazywszy, ze:

1. Klient jest podmiotem zobowigzanym do wypetniania obowigzkow natozonych na niego
rozporzqdzeniem Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r.
w sprawie operacyjnej odpornosci cyfrowej sektora finansowego oraz zmieniajgcym
rozporzqdzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 i
(UE) 2016/1011 (,, DORA”);

2. Klient powierzyt Dostawcy Swiadczenie okreslonych ustug, a Dostawca zobowigzal si¢ do ich
Swiadczenia, na warunkach okreslonych w umowie z dnia [-] w przedmiocie [‘] (,, Umowa
Gtowna”);

3. Ustugi Dostawcy swiadczone na podstawie Umowy Giownej stanowiq Ustugi ICT w
rozumieniu DORA,

4. W zwigzku z powyziszym powstala potrzeba dostosowania Umowy Glownej do wymogow
DORA, w tym w szczegolnosci wymogow opisanych w art. 28-30 DORA,

Strony zawierajq Aneks DORA do Umowy Giownej o nastepujqcej tresci:

§1
Definicje. Reguly kolizyjne



1. O ile wyraznie nie stwierdzono inaczej, wszystkie definicje uzyte w Aneksie DORA maja

nastgpujace znaczenie:

DORA

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14
grudnia 2022 r. w sprawie operacyjnej odpornosci cyfrowej sektora
finansowego i zmieniajace rozporzadzenia (WE) nr 1060/2009, (UE) nr
648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011, wraz z
aktami wykonawczymi

Incydent ICT

Pojedyncze zdarzenie lub seri¢ powigzanych ze sobag zdarzen,
nieplanowanych przez Dostawce, ktore naruszaja bezpieczenstwo sieci i
systemow informatycznych i maja negatywny wplyw na dostepnosc,
autentyczno$¢, integralnos¢ lub poufnos¢ danych lub na ushugi swiadczone

przez Dostawce

Wtlasciwy organ/
KNF

Komisja Nadzoru Finansowego

Pracownik

Pracownik w rozumieniu Kodeksu pracy lub osoba fizyczna wspolpracujaca
z Dostawcg na podstawie zawartej umowy cywilnoprawne;j

Podwykonawca

Podmiot niebedacy Pracownikiem, ktoremu Dostawca powierzyt
swiadczenie Ustugi ICT lub jej istotnej czeSci. Za Podwykonawcow nie beda
uznawane osoby prowadzace jednoosobowa dziatalno$¢ gospodarcza, ktore
realizuja  czynnosci na Dostawcy na podstawie umowy

cywilnoprawnej (umowy B2B), ktéra przewiduje co do zasady osobiste

1rZ€Cz

$wiadczenie przez takie osoby ustug, wspierajacych Ustugi ICT §wiadczone
przez Dostawce na rzecz Klienta

Ustugi ICT

Ustugi, ktére Dostawca §wiadczy na rzecz Klienta na podstawie Umowy
Gltownej, stanowigce ushugi cyfrowe i ustugi w zakresie danych $wiadczone
w sposob ciggly za posrednictwem systemow ICT na rzecz, co najmniej
jednego uzytkownika wewnetrznego lub zewnetrznego, 1acznie ze sprzgtem
komputerowym, jako ustuga i ustugami w zakresie sprzetu komputerowego
obejmujacymi zapewnianie wsparcia technicznego za posrednictwem
aktualizacji oprogramowania lub oprogramowania ukladowego przez

dostawce sprzgtu, z wylaczeniem tradycyjnych ustug telefonii analogowe;j

Ryzyko zwigzane z
ICT

Kazda dajaca si¢ racjonalnie okresli¢ okolicznos¢ zwigzana z uzytkowaniem
dojdzie do jej
urzeczywistnienia - moze naruszy¢ bezpieczefistwo sieci i systemow
informatycznych, dowolnego narzgdzia lub procesu zaleznego od
technologii, bezpieczenstwo operacji i procesow lub $wiadczenie ustug

sieci 1 systemow informatycznych, ktora - jezeli

poprzez wywolywanie negatywnych skutkow w srodowisku cyfrowym lub
fizycznym

Organy ds.
restrukturyzacji i
uporzadkowane;j
likwidacji

Bankowy Fundusz Gwarancyjny lub inne instytucje, ktorych celem jest
prowadzenie procedury restrukturyzacji likwidacji
podmiotu finansowego

i uporzadkowanej




Stowa i wyrazenia zdefiniowane w Umowie Glownej majg takie samo znaczenie w Aneksie
DORA, o ile w Aneksie DORA nie zaznaczono inaczej lub o ile kontekst nie stanowi inacze;j.
Pojecia niezdefiniowane w Aneksie DORA, a majgce swoje definicie w DORA, maja
znaczenie nadane im w DORA.

W razie sprzeczno$ci miedzy postanowieniami ustalonymi w Umowie Glownej a
postanowieniami zawartymi w Aneksie DORA, odpowiednie zastosowanie majg
postanowienia okreslone w Aneksie DORA, chyba ze Aneks DORA wprost stanowi inaczej.

§2
Ushugi ICT [wymog z art. 30 ust. 2 lit. a) DORA)

Jasny 1 kompletny opis Ustug ICT swiadczonych przez Dostawce na rzecz Klienta znajduje
si¢ w Umowie Glowne;j.

Ustugi ICT S$wiadczone przez Dostawce na rzecz Klienta nie stanowia Uslug ICT
wspierajacych krytyczng lub istotng funkcje w rozumieniu § 3 pkt 22) DORA.

§3
Podwykonawstwo [wymdg z art. 30 ust. 2 lit. a) DORA|

Dostawca ma prawo $wiadczenia Ushug ICT z wykorzystaniem Podwykonawcow.
Dostawca o$wiadcza, ze posiada wdrozone i stosuje procesy oceny Podwykonawcow
umozliwiajace dokonanie nalezytej oceny dziatalno$ci Podwykonawcow.
Dostawca zobowiazuje si¢ poinformowac Klienta o:
a) zamiarze nawigzania wspotpracy z Podwykonawca, ktérego miejscem
$wiadczenia ustlug jest obszar poza strefg Europejskiego Obszaru Gospodarczego
(EOG);
b) zmianie miejsca $wiadczenia ustug przez dotychczasowego Podwykonawce na
obszar poza strefg EOG;
nie podzniej niz w terminie 5 (pigciu) dni roboczych poprzedzajacych dzien nawigzania
wspotpracy z takim Podwykonawcg lub odpowiednio w terminie 5 (pigciu) dni roboczych od
dnia pozyskania informacji o zmianie miejsca §wiadczenia ustug przez dotychczasowego
Podwykonawce.
Dostawca ponosi odpowiedzialnos$¢ za swiadczenie ustug przez Podwykonawcow.
Lista Podwykonawcow, wykorzystywanych przez Dostawce do $wiadczenia Ushug ICT na
dzien zawarcia Aneksu DORA, zostata okreslona w § 4 ust. 1 ponizej. Dostawca zobowigzuje
si¢ poinformowa¢ Klienta o planowanej zmianie podmiotowej na liscie Podwykonawcow nie
pozniej niz w terminie 5 (pieciu) dni roboczych poprzedzajacych dzieh nawigzania
wspotpracy z takim Podwykonawca.

§4
Miejsca Swiadczenia Ustug ICT [wymog 7 art. 30 ust. 2 lit. b)) DORA|

Strony okres$laja miejsca, czyli regiony lub kraje, w ktorych beda §wiadczone Ustlugi ICT
objete Umowa Gloéwna lub podwykonawstwem oraz w ktorych maja by¢ przetwarzane dane,
w tym miejsce przechowywania:



Nazwa
Adres siedziby
Numer LEI/EUID

Miejsce swiadczenia
Ushug ICT (kraj/region)

Miejsce przetwarzania, w
tym przechowywania
danych (kraj/region)

Dostawca:

Vercom S.A.

ul. Wierzbigcice 1B, 61-569 Poznan
LEI: 259400P9VT804CUH6G16
EUID: PLKRS.0000535618

EOG, Polska

EOQG, Polska

Podwykonawca:

Beyond.pl sp. z o.0.
ul. Kreglewskiego 11, 61-248 Poznan
EUID: PLKRS.0000237620

EOG, Polska

EOG, Polska

NTT Global Data Centers EMEA
GmbH

Voltastral3e 15, 65795 Hattersheim,
Niemcy

EUID: DEM1201.HRB77478

EOG, Niemcy

EOG, Niemcy

cyber_Folks S.A.

ul. Wierzbigcice 1B, 61-569 Poznan
LEI 25940017J814F638KS93
EUID: PLKRS.0000685595

EOG, Polska

EOQG, Polska

Amazon Web Services EMEA SARL
38 Avenue John F. Kennedy,

LU-1855 Luksemburg

EUID: LURCSL.B186284

EOG, Niemcy

EOG, Luksemburg

2. Dostawca zobowigzuje si¢ poinformowac¢ Klienta o zmianie miejsca $wiadczenia Ustug ICT
lub miejsca przetwarzania, w tym przechowywania danych poza stref¢ EOG nie pdzniej niz w

terminie 5 (pigciu) dni roboczych poprzedzajacych dzien planowanego terminu zmiany.

§5

Bezpieczenstwo danych. Zarzadzanie Incydentami ICT
[wymdg z art. 28 ust. 5 oraz art. 30 ust. 2 lit. ¢) i f) DORA]

1. Dostawca zobowigzuje si¢ do wdrozenia odpowiednich

standardow w  zakresie

bezpieczenstwa informacji, w tym stosuje zasady oparte na uznanych, migdzynarodowych
standardach okreslonych w normach ISO/IEC 27001, ISO/IEC 27018 oraz ISO 22301, ktore
zapewniajg dostepnos¢, autentycznosé, integralnosé i poufno§¢ w zwigzku z ochrong danych,
w tym danych osobowych.

Dostawca jest zobowigzany do usuwania podatnosci, w szczegdlnos$ci krytycznych i istotnych
zgodnie z wykonang analiza ryzyka i posiadanymi procedurami, w swoich systemach,
narzedziach i1 procesach oraz reagowania na cyberzagrozenia, ktore moga mie¢ negatywny
wptyw na Ustuge ICT.



3. Strony zobowiazuja si¢ do wzajemnego zglaszania Incydentow ICT.

4. Zgloszeniu jako Incydent ICT podlegaja w szczegdlno$ci nastepujace zdarzenia:

a) naruszenie co najmniej jednego z atrybutow: poufnosci, integralnosci,
autentycznos$ci, rozliczalnosci lub dostepnosci informacji chronionych, np.
nieautoryzowany dostep do tych informacji (wyciek poza infrastrukture
informatyczng lub nieuprawniony dostep do dokumentacji przechowywanej poza
infrastrukturg informatyczng);

b) podszywanie si¢ pod Dostawce lub Klienta z wykorzystaniem technik
informatycznych (np. phishing, pharming) lub socjotechniki, o ile ma to wptyw
na realizacj¢ Ustug ICT $wiadczonych przez Dostawcg w ramach Umowy
Glownej;

¢) naduzycia personelu Dostawcy lub Klienta zagrazajace bezpieczenstwu
informacji prawnie chronionych Klienta lub Dostawcy lub realizacji Ustug ICT
$wiadczonych przez Dostawce w ramach Umowy Glowne;j.

5. W przypadku wystapienia Incydentu ICT Strony sg zobowigzane do niezwlocznego, ale nie
p6zniej niz w ciagu 1 (jednego) dnia roboczego od potwierdzenia wystapienia Incydentu ICT,
a w kazdym wypadku nie po6zniej niz w ciggu 72 godzin od powzigcia informacji o
wystapieniu Incydentu ICT, poinformowania si¢ o takim zdarzeniu, a takze do dostarczenia
materiatlow 1 informacji niezbednych do skutecznej obstugi tego rodzaju Incydentu ICT, w
tym jego usunigcia.

6. Incydenty ICT zidentyfikowane przez:

a) Dostawce — Dostawca zobowigzany jest niezwlocznie zglasza¢ do Klienta,
mailowo na adres: [adres email administratora konta w ustudze [...]];

b) Klienta — Klient zobowigzany jest niezwlocznie zgltasza¢ do Dostawcy, mailowo
na adres: soc@vercom.pl.

7. Kazda ze Stron, w przypadku zgloszenia Incydentu ICT, zobowigzana jest aktualizowaé
zgloszenie okresowo, stosownie do pozyskiwania kolejnych danych az do czasu zamknigcia
Incydentu ICT.

8. Wspolpraca w zakresie zarzadzania Incydentem ICT w zakresie przekraczajacym niezbedny,
okreslony powyzej bedzie realizowana przez Dostawce za wynagrodzeniem w kwocie
stanowigcej iloczyn stawki 400,00 zt (stownie: czterysta zlotych) netto powigkszonej o
nalezny podatek od towaréw i uslug oraz liczby godzin koniecznych do realizacji ww.
czynnosci przez Dostawce.

9. Platno$¢ wynagrodzenia na rzecz Dostawcy, o ktorym mowa w ust. 8§ powyzej, bedzie
dokonywana w okresach miesiecznych, na podstawie prawidlowo wystawionej oraz
dostarczonej Klientowi faktury VAT. Postanowienia Umowy Glownej odnoszace si¢ do
wynagrodzenia (w zakresie odnoszacym si¢ m.in. do terminu ptatnosci, sposobu przekazania
faktury) stosuje si¢ odpowiednio.

§6
Dostep do danych [wymog z art. 30 ust. 2 lit. d) DORA|

Dostawca udostgpni Klientowi dane przetwarzane w ramach Ustugi ICT w tatwo dostepnym formacie
na zasadach przewidzianych w Umowie Glownej, z zachowaniem zasad przechowywania i
archiwizacji danych, w tym z uwzglednieniem mozliwo$ci wykonywania kopii zapasowych, a takze
zasad wynikajacych z Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwiazku z przetwarzaniem danych osobowych
1 w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (RODO).



§7
SLA [wymog z art. 30 ust. 2 lit. ¢) DORA|

O ile Strony nie uzgodnily innych gwarantowanych pozioméw ustug w Umowie Glownej,
Dostawca zobowiazuje si¢ zapewni¢ dostgpno$¢ Ustug ICT na zasadach opisanych w
niniejszym paragrafie.

Dostawca podejmuje starania, w celu zapewnienia Klientowi dostepnosci systemu, tj. — czasu
w okresie rozliczeniowym, w ktorym wszystkie Ushugi ICT sa w petni funkcjonalne i
umozliwiajg realizacje zleconych wysylek wiadomosci, w tym istnieje: mozliwosé
zalogowania do panelu klienta, wysylki wiadomosci, odbidr i przekazywanie raportow,
dostepnos¢ API i wszystkich innych elementow niezbednych do realizacji wysytek
wiadomosci, na poziomie 99% w okresie rozliczeniowym.

Dostawca podejmie starania, azeby prace konserwacyjne lub aktualizacje systemu byly
realizowane zgodnie z deklarowang wyzej dostepnoscia systemu.

Postanowien ust. 3 nie stosuje si¢, jezeli ze wzgleddw technicznych, niezaleznych od
Dostawcy, lub ze wzgledéw bezpieczenstwa, konieczne bedzie przeprowadzenie prac
konserwacyjnych lub aktualizacyjnych z czgstotliwos$cig wykraczajaca poza deklarowane
SLA.

§8
Wspolpraca z organami [wymaog z art. 30 ust. 2 lit. g) DORA|

Dostawca bedzie wspolpracowa¢ z KNF lub innymi wiasciwymi organami oraz Organami ds.
restrukturyzacji i uporzadkowanej likwidacji lub osoba wyznaczona przez Wiasciwy organ
lub Organy ds. restrukturyzacji i uporzgdkowanej likwidacji w sprawach, w ktorych bedzie to
wymagane, w tym w zwiazku z wykonywaniem obowigzku lub prawa wynikajacego z
przepiso6w prawnych lub dochodzenia prowadzonego przez Witasciwy organ lub Organy ds.
restrukturyzacji i uporzadkowanej likwidacji. Forma wspdlpracy moze polegaé na
udostepnieniu lub zapewnieniu dostgpu do dokumentacji, informacji, danych, systemow,
pomieszczen i sieci telekomunikacyjnych, jakie znajduja si¢ w posiadaniu, pieczy lub pod
kontrolg Dostawcy.

Klient zobowigzany jest — w ponizszej kolejnosci — do:

1) niezwlocznego przedstawienia Dostawcy stosownej decyzji administracyjne;j,
orzeczenia lub innego wezwania wystosowanego przez Wlasciwy organ lub
Organy ds. restrukturyzacji i uporzadkowanej likwidacji nakazujacych podjecie
przez Dostawce lub wzgledem Dostawcy okreslonej czynnosci;

2) podjecia wszelkich §rodkéw w celu samodzielnego (tj. bez udziatu Dostawcy)
zado$éuczynienia zadaniu Wiasciwego organu lub Organdéw ds. restrukturyzacji i
uporzadkowanej likwidacji i poinformowania Dostawcy o ich podjeciu wraz ze
wskazaniem zakresu, przedmiotu i terminu podj¢tych w ten sposéb §rodkow.

W przypadku bezskuteczno$ci srodkow podjetych przez Klienta na zasadach okre§lonych w
ust. 2 pkt 2, Dostawca zobowiazuje si¢ do wspotpracy z Wiasciwym organem lub Organami
ds. restrukturyzacji i uporzadkowanej likwidacji (w tym z osobami przez nie wyznaczonymi)
w zakresie wynikajacym z przepisow prawa oraz tresci zadania, przy czym Klient, na
kazdorazowe zgdanie Dostawcy zobowigzany jest w dobrej wierze do niezwlocznego
zapewnienia mu nieodptatnie pelnego wsparcia, w tym udzielania wszelkich instrukcji
zwigzanych z takim zadaniem nadzorczym. W celu uniknigcia watpliwosci, zapewnione



wsparcie, w tym instrukcje, nie beda w zadnym zakresie sprzeczne z prawem, trescig zadania
ani nie moga budzi¢ watpliwosci Dostawcy co do zado§¢uczynienia przedstawionemu celowi
nadzorczemu, restrukturyzacyjnemu lub likwidacyjnemu.

W przypadku, gdy zgtoszone wzgledem Dostawcy zadanie Wtasciwego organu lub Organow
ds. restrukturyzacji i uporzadkowanej likwidacji (w tym 0sob przez nie wyznaczonych) byto
nastgpstwem niewykonania przez Klienta uprzedniego zadania Wlasciwego organu lub
Organéw ds. restrukturyzacji i uporzadkowanej likwidacji, Dostawca bedzie uprawniony do
uzyskania od Klienta zwrotu wszelkich kosztow i wydatkow poniesionych w zwiagzku z taka
wspotpraca z Wilasciwym organem lub Organami ds. restrukturyzacji i uporzadkowanej
likwidacji (w tym osobami przez nie wyznaczonymi) lub podmiotem finansowym, w tym
wszelkich poniesionych i udokumentowanych kosztéw administracyjnych i operacyjnych.

§9

Wypowiedzenie Umowy Glownej [wymog z art. 28 ust. 7 oraz art. 30 ust. 2 lit. h) DORA|

Klient moze rozwigza¢ Umowg Gtowna, niezaleznie od odmiennych postanowien Umowy Glownej,

jezeli:
1.

Wtasciwy organ lub Organy ds. restrukturyzacji i uporzadkowanej likwidacji wydadza
stosowna rekomendacj¢ lub decyzje — ze skutkiem na ostatni dzien terminu wynikajacego z
tej decyzji lub rekomendacji, a w braku okreslenia w takiej decyzji lub rekomendacji terminu
rozwigzania Umowy Gtownej, z zachowaniem 30-dniowego okresu wypowiedzenia ze
skutkiem na koniec miesigca. Przed rozwigzaniem Umowy Gtownej z tej przyczyny, Klient
zobowigzany jest do niezwlocznego powiadomienia o tym Dostawcy (nie p6zniej jednak niz
w terminie 5 dni od dnia doreczenia takiej decyzji lub rekomendacji);
Dostawca dopuszcza si¢ powaznego naruszenia przepisoOw ustawowych, wykonawczych lub
postanowien Umowy Glownej majacych bezposredni zwigzek ze §wiadczeniem Ustugi ICT —
ze skutkiem natychmiastowym. Przed rozwiazaniem Umowy Gtownej z tej przyczyny, Klient
zobowigzany jest do wezwaé Dostawce do zaprzestania naruszen lub przedstawienia
stanowiska, w terminie nie krotszym niz 5 dni roboczych; Rozwigzanie Umowy Glownej z
uwagi na okoliczno$ci wskazane w niniejszym punkcie jest mozliwe po bezskutecznym
uptywie tego terminu;
w trakcie monitorowania ryzyka przez Klienta zostang zidentyfikowane:

a) okoliczno$ci, w przypadku ktérych to okolicznosci uznano, ze moga one zmienic

w istotny sposob wykonywanie Ustug ICT przewidzianych w Umowie Gtownej,

b) istotne zmiany majace wptyw na Umowe Gtowna lub sytuacje Dostawcy
— ze skutkiem natychmiastowym. Przed rozwigzaniem Umowy Glownej z tej przyczyny,
Klient poinformuje Dostawce o zakresie okolicznosci i istotnych zmianach, o ktérych mowa
w lit a-b powyzej, a takze wyznaczy co najmniej 30-dniowy termin na wdrozenie stosownych
dziatan naprawczych. Rozwigzanie Umowy Gtownej z uwagi na okoliczno$ci wskazane w
niniejszym punkcie jest mozliwe po bezskutecznym uptywie tego terminu;
zostang wykazane stabe strony Dostawcy w zakresie jego ogdlnego zarzadzania Ryzykiem
zwigzanym z ICT, a w szczegdlnosci, jezeli chodzi o sposdb, w jaki zapewnia on dostgpnosé,
autentyczno$¢, integralno$¢ i poufnos$¢ danych, niezaleznie od tego, czy chodzi o dane
osobowe lub w inny sposob wrazliwe, czy tez o dane niecosobowe — ze skutkiem
natychmiastowym. Przed rozwigzaniem Umowy Gtownej z tej przyczyny, Klient poinformuje
Dostawcg o zakresie stabych stron, a takze wyznaczy co najmniej 30-dniowy termin na
wdrozenie stosownych dziatan naprawczych. Rozwigzanie Umowy Glownej z uwagi na



okoliczno$ci wskazane w niniejszym punkcie jest mozliwe po bezskutecznym uptywie tego
terminu;

w wyniku warunkéw Iub okolicznosci zwigzanych z Umowa Gtéwng, Wiasciwy organ nie
moze juz skutecznie nadzorowaé Klienta — ze skutkiem natychmiastowym.

§10
Programy szkoleniowe [wymdg z art. 30 ust. 2 lit. i) DORA|

Na zadanie Klienta wspotpracownicy Dostawcy lub za zgoda Dostawcy — takze inni
przedstawiciele Dostawcy — moga zosta¢ objeci przez Klienta obowigzkiem uczestnictwa w
programach zwigkszania $§wiadomosci w zakresie bezpieczenstwa ICT oraz szkoleniach z
zakresu operacyjnej odpornosci cyfrowej, przy czym Klient zapewnia, ze charakter, zakres 1
poziom ztozono$ci tych szkolen i programéw bedzie wspotmierny do funkcji pelnionych
przez osoby objete takim obowigzkiem po stronie Dostawcy. Z zastrzezeniem postanowienia
ust. 2, termin i zasady udzialu w takich programach oraz szkoleniach bedzie wspdlnie
uzgadniany przez Strony.

Koszty zwigzane z organizacja i uczestnictwem osob po stronie Dostawcy w programach lub
szkoleniach, o ktoérych mowa w ust. 1 powyzej, ponosi Klient.

§11
Postanowienia koncowe

Wszelkie zawiadomienia na gruncie Aneksu DORA dokonywane beda w formie
dokumentowej (korespondencji e-mail), chyba ze w Aneksie DORA wyraznie wskazano
inaczej.

Aneks DORA zostal zawarty w formie elektronicznej w rozumieniu art. 78' Kodeksu
cywilnego.

Aneks DORA wchodzi w zycie z dniem 17 stycznia 2025 r.

Aneks DORA obowigzuje wyltacznie przez okres $wiadczenia Ustugi ICT i nie podlega
odrebnemu wypowiedzeniu niz Umowa Gtowna.

Vercom Klient

Vercom



